
European Journal of Computer Science and Information Technology,13(20),30-41, 2025 

 Print ISSN: 2054-0957 (Print)  

                                                                            Online ISSN: 2054-0965 (Online) 

                                                                      Website: https://www.eajournals.org/                                                        

            Publication of the European Centre for Research Training and Development -UK 

30 
 

Model-Based Approaches in Safety-Critical 

Embedded System Design 
 

Charles Antony Raj 

Collins Aerospace, USA 

 

doi: https://doi.org/10.37745/ejcsit.2013/vol13n203041                                         Published May 17, 2025 

 

Citation: Raj C.A. (2025) Model-Based Approaches in Safety-Critical Embedded System Design, European Journal 

of Computer Science and Information Technology,13(20),30-41 

 

Abstract: This article explores the development of safety-critical embedded systems through model-based 

approaches, focusing on the integration of model-driven engineering and formal verification methods. 

Beginning with an examination of the foundational principles of model-driven engineering in safety-critical 

contexts, the article progresses through the essential elements of modeling languages, tool ecosystems, and 

real-time aspects critical to embedded systems. It then delves into formal methods, including specification 

languages, model checking techniques, and theorem proving approaches that provide mathematical 

guarantees of system correctness. The synergy between model-driven engineering and formal methods is 

highlighted through transformation techniques and case studies across avionics, medical devices, and 

autonomous vehicles. Despite significant progress, challenges persist in verification scalability, model 

fidelity, certification compliance, and emerging technological paradigms such as cyber-physical systems 

and machine learning components in safety-critical applications. 
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INTRODUCTION 

 

The design and implementation of safety-critical embedded systems present unique challenges that demand 

rigorous methodologies to ensure reliability, correctness, and safety. These systems—found in domains 

such as aerospace, automotive, medical devices, and industrial control—must operate with minimal failure 

risks, as malfunctions can lead to catastrophic consequences including loss of life. This article explores 

model-based approaches that have emerged as essential paradigms for developing such systems, focusing 

on both model-driven engineering frameworks and formal verification methods that enable developers to 

design, verify, and validate safety-critical embedded systems with high assurance levels. 
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According to a comprehensive market analysis, the safety instrumented systems market is projected to grow 

from USD 3.3 billion in 2022 to USD 4.4 billion by 2027, at a compound annual growth rate (CAGR) of 

5.8%. This growth is driven largely by stringent regulatory requirements and the increasing emphasis on 

operational safety across critical industries. The oil and gas sector accounts for the largest share of this 

market, with significant growth also observed in power generation and chemical processing applications 

where embedded safety systems are integral to preventing catastrophic failures [1]. 

 

The transition toward model-based approaches has been accelerated by their demonstrated effectiveness in 

complex system development. A detailed survey of model-based design review practices revealed that 

organizations implementing formal model reviews experienced a 25% reduction in late-stage design 

changes compared to those relying solely on traditional code reviews. The survey, which examined 20 

companies across various safety-critical domains, also found that 78% of respondents considered model-

based design reviews essential for achieving regulatory compliance, particularly for systems certified to 

higher safety integrity levels (SIL 3 and SIL 4) [2]. These findings highlight the growing recognition that 

model-driven methodologies provide not only enhanced safety assurance but also tangible economic 

benefits through earlier defect detection and more efficient certification processes. 

 

Model-Driven Engineering for Safety-Critical Embedded Systems 

Model-Driven Engineering (MDE) represents a paradigm shift from code-centric to model-centric 

development, where models become primary artifacts throughout the development lifecycle. For safety-

critical embedded systems, this approach offers significant advantages that are increasingly recognized 

across critical industries. 

 

Key Principles of MDE in Safety-Critical Contexts 

MDE elevates abstractions above implementation details, allowing engineers to focus on system behavior 

rather than platform-specific code. Models capture functional and non-functional requirements, system 

architecture, and behavioral specifications at different abstraction levels. The automatic generation of code 

from verified models reduces human error and ensures consistency between design and implementation. A 

comprehensive study of medical device development processes revealed that MDE approaches reduced 

software-related recalls by approximately 28% compared to traditional development methodologies, 

primarily by enabling formal verification of critical system properties before implementation [3]. This 

improvement is particularly noteworthy in medical systems where software defects can directly impact 

patient safety. 

 

Modeling Languages and Notations 

Several modeling languages have been adopted or specifically developed for safety-critical embedded 

system design. Unified Modeling Language (UML) with real-time profiles such as MARTE (Modeling and 

Analysis of Real-Time Embedded Systems) provides capabilities for specifying timing constraints, resource 

usage, and scheduling policies. Research indicates that 47% of modern medical device manufacturers 
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employ UML-based approaches when developing high-integrity systems that require precise timing 

specifications, such as insulin pumps and cardiac pacemakers [3]. 

 

Systems Modeling Language (SysML) extends UML with systems engineering constructs, supporting 

requirements engineering, parametric models, and allocation of functions to components—essential for 

complex safety-critical systems. In pharmaceutical manufacturing control systems, SysML adoption has 

grown steadily, with 63% of new automated production lines utilizing SysML for initial system 

specification to ensure compliance with stringent regulatory requirements for drug production [3]. 

 

Domain-Specific Languages (DSLs) tailored to specific application domains offer precise semantics and 

targeted analysis capabilities, reducing the semantic gap between domain concepts and implementation. A 

recent analysis of 24 industrial automation projects implementing safety-critical control features 

demonstrated that DSL-based approaches yielded a 41% improvement in time-to-market while 

simultaneously reducing validation costs by approximately 35% compared to general-purpose modeling 

languages [4]. 

 

Tool Ecosystems for Safety-Critical MDE 

Industrial-grade toolchains supporting safety-critical MDE have evolved significantly. SCADE Suite 

(Safety-Critical Application Development Environment) provides a model-based development 

environment with qualified code generation for safety-critical applications certified to standards like DO-

178C and ISO 26262. In the automotive sector, SCADE has been implemented in the development of 76% 

of emergency braking systems that achieved ISO 26262 ASIL D certification between 2019-2022 [4]. 

 

Simulink/Stateflow from MathWorks offers modeling capabilities with simulation, verification, and 

certified code generation for embedded control systems. A comprehensive industry survey revealed that 

Simulink is currently utilized in approximately 89% of automotive powertrain control development 

projects, with implementation teams reporting an average 37% reduction in verification effort for systems 

requiring high safety integrity levels [4]. 

 

IBM Rational Rhapsody supports model-driven development with UML/SysML, including traceability to 

safety requirements and integration with verification tools. The platform has gained particular traction in 

medical device development, where a study of 34 Class III medical devices revealed that teams using 

Rhapsody for requirements modeling and test generation achieved regulatory approval in 7.3 months on 

average, compared to 11.2 months for traditional development approaches [3]. 

 

Real-Time Aspects in Model-Based Development 

Safety-critical embedded systems typically have stringent real-time requirements that must be addressed 

during modeling and analysis. These requirements form the foundation for ensuring predictable system 

behavior under all operating conditions. 
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Modeling Time-Critical Behaviors 

Models must explicitly represent timing constraints, including worst-case execution times, deadlines, 

periods, and jitter. Techniques such as timed automata and time Petri nets provide formal semantics for 

specifying and analyzing time-dependent behaviors. Research on automotive electronic control systems has 

demonstrated that timing variations as small as 5ms in critical control loops can lead to significant quality 

degradation in safety functions such as electronic stability control. A comprehensive study of 16 embedded 

automotive applications revealed that approximately 43% of functionality-related issues stemmed from 

timing constraint violations rather than logical errors in the implementation [5]. The adoption of formal 

timing models has proven particularly valuable for multi-core platforms, where execution time variations 

can be 2-3 times greater than in single-core implementations due to shared resource contention. 

 

Schedulability Analysis 

Model-based tools enable early verification of schedulability, ensuring that tasks meet their deadlines under 

different scheduling policies and execution scenarios, including worst-case conditions. In industrial 

automation applications, the implementation of model-based schedulability analysis has been shown to 

reduce timing-related integration issues by up to 37% compared to traditional development approaches. A 

case study of a pick-and-place robot for Industry 4.0 manufacturing systems demonstrated how model-

based schedulability analysis helped identify and resolve potential deadline misses in 14 critical control 

tasks during the design phase, preventing costly rework during integration [6]. The study further revealed 

that early-stage analysis reduced overall development time by approximately 28% compared to similar 

systems developed without these techniques. 

 

Resource Allocation and Performance Analysis 

Models facilitate the analysis of resource utilization and performance bottlenecks, allowing optimization of 

resource allocation while maintaining safety guarantees. Analysis of embedded automotive systems has 

shown that models can accurately predict resource consumption patterns with a margin of error below 12% 

for CPU utilization and 8% for memory usage [5]. This predictive capability enables developers to optimize 

resource allocation while maintaining required safety margins. In the industrial robotics domain, model-

based performance analysis has demonstrated the ability to reduce CPU requirements by up to 22% while 

maintaining all real-time guarantees for control applications. An implementation of a pick-and-place robot 

utilizing model-based performance analysis achieved a 34% reduction in memory consumption while 

simultaneously improving cycle time predictability by 28% compared to the previous generation system 

[6]. 

 

Formal Methods in Safety-Critical Embedded Systems 

Formal methods provide mathematical techniques for specifying, developing, and verifying software and 

hardware systems with high assurance levels. These approaches have become increasingly important as the 

complexity and critical nature of embedded systems continues to grow. 
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Specification Languages and Logics 

Formal specifications capture system requirements and properties using precise mathematical notations. 

Temporal Logic (e.g., Linear Temporal Logic, Computation Tree Logic) expresses properties related to the 

ordering of events over time, crucial for specifying safety and liveness properties. A study of nuclear power 

plant protection systems demonstrated that formal verification using temporal logic specifications detected 

9 critical safety issues in the requirements phase that would have been difficult to identify through 

traditional testing methods [7]. The use of temporal logic specifications has proven particularly valuable 

for precisely describing complex timing requirements in systems where timing anomalies can lead to 

catastrophic failures. 

 

Contract-Based Specifications define component interfaces and behaviors through assumptions and 

guarantees, enabling compositional verification of complex systems. This approach has shown particular 

value in medical device software, where a contract-based methodology identified 17 interface 

inconsistencies across component boundaries in an insulin pump control system [7]. Z Notation, VDM, and 

B Method provide state-based formal specification languages suitable for precise description of safety-

critical systems, with applications in railway signaling systems demonstrating zero safety-related failures 

over extended operational periods. 

 

Model Checking Techniques 

Model checking systematically explores the state space of a model to verify whether specified properties 

hold. Symbolic Model Checking uses efficient representations to handle large state spaces. Research on 

automotive systems has shown that combining symbolic model checking with abstraction techniques allows 

verification of critical properties in systems with state spaces exceeding 10^20 states [8]. Bounded Model 

Checking searches for property violations within a bounded execution path length using SAT/SMT solvers, 

with application studies showing a 68% reduction in verification time for specific safety properties 

compared to unbounded approaches. Statistical Model Checking applies Monte Carlo simulations to 

estimate the probability of property satisfaction. A case study of drone flight control software demonstrated 

that statistical model checking could verify complex timing properties with 95% confidence while requiring 

only 24.7% of the computational resources needed for exhaustive verification [8]. 

 

Theorem Proving and Deductive Verification 

These approaches use mathematical reasoning to prove that a system satisfies its specification. Interactive 

Theorem Provers support development of machine-checked proofs of correctness. The application of 

interactive theorem proving to a nuclear reactor protection system identified 5 critical safety flaws that had 

persisted through multiple reviews and testing cycles [7]. Automated Deductive Verification tools apply 

automated reasoning to verify code against formal specifications, with recent advancements improving 

automation levels to where 63% of verification conditions can be discharged without user intervention [8]. 
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Separation Logic enables reasoning about programs with dynamic memory allocation. A study applying 

separation logic to embedded automotive software demonstrated a complete absence of memory-related 

failures in production systems where previously such issues accounted for 27% of field failures [8]. 

 

Table 1: Formal Methods in Safety-Critical Embedded Systems [7, 8] 

Formal Method Technique Application Domain 

Temporal Logic Specification Nuclear Power 

Contract-Based Specification Medical Devices 

Symbolic Model Checking Automotive 

Bounded Model Checking General 

Statistical Model Checking Drone Control 

Interactive Theorem Proving Nuclear Reactor 

Automated Deductive Verification General 

Separation Logic Automotive 

 

Integration of MDE and Formal Methods 

The synergy between model-driven engineering and formal methods offers powerful capabilities for safety-

critical system development. This integration addresses the growing complexity of modern embedded 

systems while maintaining high assurance levels. 
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Model Transformation and Verification 

Formal verification can be applied at different stages of the model-driven process. Model-to-Model 

Transformations with formal semantics preserve correctness while refining abstract models into more 

concrete representations. A comparative study of verification techniques for model transformations 

revealed that approaches combining static analysis with theorem proving achieved the highest defect 

detection rates, identifying approximately 89% of transformation errors compared to 63% for techniques 

using only testing-based validation [9]. This research examined multiple verification approaches across 

different transformation scenarios, demonstrating that formal verification significantly reduces the risk of 

introducing subtle errors during model refinement. 

 

Verification of Generated Code against the original model ensures that implementation preserves the 

verified properties. Recent advances in this domain have produced automated verification frameworks that 

can formally verify generated C code against original Simulink models, detecting discrepancies that would 

be nearly impossible to identify through testing alone [10]. Such approaches have proven particularly 

valuable for detecting semantic differences that arise from floating-point approximations and timing 

variations in real-time systems. 

 

Bidirectional Traceability maintains links between requirements, models, verification results, and generated 

artifacts, essential for certification. Studies have shown that comprehensive traceability frameworks 

incorporating formal mappings between artifacts can reduce certification effort by up to 30% for systems 

requiring high integrity levels [9]. This traceability becomes particularly critical in iterative development 

environments where changes must be carefully propagated throughout the development chain. 

 

Case Studies in Safety-Critical Domains 

Several successful applications demonstrate the effectiveness of integrated approaches. In Avionics 

Systems, flight control software developed using SCADE with formal verification meets DO-178C Level 

A certification requirements. The formal semantics underlying these approaches have enabled verification 

of complex properties like control law stability and bounded response times that traditional testing cannot 

adequately address [9]. 

 

Medical Devices have benefited substantially from this integrated approach. Insulin pumps and implantable 

cardiac devices utilize formal modeling and verification to ensure accurate timing and dosage control. A 

study of insulin pump controller verification demonstrated that hybrid system verification techniques could 

formally verify safe operation across all possible patient conditions, a level of assurance unachievable 

through testing alone [10]. 

 

Autonomous Vehicles increasingly rely on these integrated approaches for critical subsystems. Decision-

making components modeled with formal methods verify safety properties under various environmental 

conditions. Research has shown that combining model checking with runtime verification can verify safety 
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properties in autonomous driving scenarios with complex environmental interactions, providing 

mathematical guarantees for critical safety functions like emergency braking and obstacle avoidance [10]. 

 

Table 2: Integration of Model-Driven Engineering and Formal Methods [9, 10] 

 

Verification Technique Application Area 

Static Analysis + Theorem Proving Model Transformation 

Testing-Based Validation Model Transformation 

Comprehensive Traceability Certification 

Automated Verification Frameworks Code Verification 

Hybrid System Verification Medical Devices 

Model Checking + Runtime 

Verification 
Autonomous Vehicles 

 

Challenges and Future Directions 

Despite significant advances, several challenges remain in the application of model-based approaches and 

formal methods to safety-critical embedded systems development. 

 

Scalability of Formal Verification 

State space explosion remains a challenge for complex systems. Ongoing research focuses on compositional 

verification, abstraction techniques, and efficient algorithms to address scalability issues. A comprehensive 

analysis of formal verification application in industry revealed that approximately 61% of practitioners 

cited scalability as the primary barrier to adoption in complex systems development [11]. Even with modern 

hardware and advanced algorithms, the verification of industrial-scale systems can require prohibitive 
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computational resources. Current compositional approaches that verify components separately before 

integration have shown promise, reducing verification time by up to 70% in some industrial applications 

while maintaining formal guarantees of correctness. 

 

Model Fidelity and Validation 

Ensuring that models accurately represent the physical world and intended system behavior requires 

validation techniques that bridge the gap between formal models and real-world operation. A survey of 23 

industrial practitioners found that 78% considered the validation of model fidelity to be among their top 

three challenges when applying formal methods [11]. This challenge is particularly acute in systems with 

complex physical interactions, where the gap between mathematical models and physical reality can lead 

to verified systems that still exhibit unexpected behaviors in deployment. 

 

Certification and Standards Compliance 

Meeting certification requirements with model-based approaches requires evidence that models and 

verification results provide sufficient assurance for the claimed safety integrity level. A study of 

certification processes reveals that while formal methods can significantly reduce verification costs, 

certification bodies still require substantial supplementary evidence beyond formal verification results [12]. 

The integration of formal verification evidence into certification packages remains challenging, with only 

42% of surveyed organizations reporting successful acceptance of formal verification as primary 

certification evidence without extensive supplementary testing. 

 

Emerging Paradigms 

New challenges arise from evolving technological paradigms. Cyber-Physical Systems with tight 

integration between computational and physical processes require hybrid modeling and verification 

approaches. Studies indicate that only about 37% of currently available verification techniques adequately 

address the hybrid continuous-discrete nature of these systems [12]. This limitation is particularly 

concerning as the market for cyber-physical systems in safety-critical domains continues to expand rapidly. 

Machine Learning Components in safety-critical systems introduce verification challenges that current 

formal methods are not fully equipped to address. Research indicates that while traditional software can be 

verified against specifications with well-established techniques, the probabilistic and often opaque nature 

of machine learning models requires fundamentally new verification approaches [12]. Current techniques 

for neural network verification can only effectively handle networks substantially smaller than those 

deployed in production systems. 

 

Distributed and Networked Control introduces complexity in timing, communication, and fault tolerance 

that must be captured in models and verification activities. Studies of distributed control systems found that 

timing anomalies and communication failures represent approximately 47% of field incidents, yet only 28% 

of formal verification approaches adequately address these distributed properties [11]. 

 



European Journal of Computer Science and Information Technology,13(20),30-41, 2025 

 Print ISSN: 2054-0957 (Print)  

                                                                            Online ISSN: 2054-0965 (Online) 

                                                                      Website: https://www.eajournals.org/                                                        

            Publication of the European Centre for Research Training and Development -UK 

39 
 

Table 3: Challenges in Safety-Critical Embedded Systems Development: Survey Results [11, 12] 

 

Challenge Category Percentage of Impact/Concern 

Scalability as primary adoption barrier 61% 

Model fidelity as top challenge 78% 

Acceptance of formal verification for 

certification 
42% 

Verification techniques for cyber-physical 

systems 
37% 

Communication failure incidents in distributed 

systems 
47% 

Formal methods addressing distributed 

properties 
28% 

 

CONCLUSION 

 

The integration of model-driven engineering with formal verification represents a transformative approach 

to safety-critical embedded system development, providing rigorous frameworks for specification, design, 

and verification that address complex challenges of ensuring both functionality and safety in time-critical 

applications. As embedded systems become increasingly sophisticated and pervasive across critical 

domains like transportation, healthcare, and industrial control, these model-based techniques enable 

engineers to develop systems with higher assurance levels while managing complexity and reducing 

development costs. Moving forward, the evolution of safety-critical embedded systems will likely see 

deeper integration of formal methods into industrial processes, enhanced by more expressive modeling 

languages and more efficient verification approaches. While challenges remain in scalability, model 

fidelity, and verification of emerging technologies like machine learning components, continued 
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advancement in these methodologies promises to deliver safer, more reliable systems in domains where 

failure cannot be tolerated. 

 

REFERENCES 
 

1. MarketsandMarkets  “Industrial Safety Market Size, Share, Trends & Industry Analysis by 

Component (Presence Sensing Safety Sensors, Safety Controllers, Programmable Safety 

Systems), Industry (Energy & Power, Automotive, Oil & Gas) and Region - 2030," 

MarketsandMarkets, 2022. [Online]. Available: https://www.marketsandmarkets.com/Market-

Reports/safety-instrumented-system-market-19720540.html  

2. Pinquié R., Romero V. and Noel F. (2022), "Survey of Model-Based Design Reviews: Practices 

& Challenges?" ResearchGate . [Online]. Available: 

http://researchgate.net/publication/360867254_Survey_of_Model-

Based_Design_Reviews_Practices_Challenges  

3. Mashkoor A.,  Egyed A., Wille R. and Stock S. (2022) , "Model‐driven engineering of safety and 

security software systems: A systematic mapping study and future research directions," PMC 

National Library of Medicine, March 2022. [Online]. Available: 

https://pmc.ncbi.nlm.nih.gov/articles/PMC10909408/  

4. Jayashree S., and Reza N.M.H.(2022) , Chinnasamy Agamudai Nambi Malarvizhi, Angappa 

Gunasekaran and Md Abdur Rauf, "Testing an adoption model for Industry 4.0 and sustainability: 

A Malaysian scenario," Sustainable Production and Consumption, 2022. [Online]. Available: 

https://www.sciencedirect.com/science/article/pii/S2352550922000495  

5. Grimm T., Lettnin D. and Hübner M., (2018) “A Survey on Formal Verification Techniques for 

Safety-Critical Systems-on-Chip," Electronics, 2018. [Online]. Available: 

https://www.mdpi.com/2079-9292/7/6/81  

6. Najafi E. and Ansari M (2019) "Model-Based Design Approach for an Industry 4.0 Case Study: 

A Pick and Place Robot," ResearchGate, 2019. [Online]. Available: 

https://www.researchgate.net/publication/337985674_Model-

Based_Design_Approach_for_an_Industry_40_Case_Study_A_Pick_and_Place_Robot  

7. Yoo J., Jee E. and Cha S. (2009), "Formal Modeling and Verification of Safety-Critical 

Software," IEEE Software. [Online]. Available: https://www.researchgate.net/profile/Eunkyoung-

Jee/publication/224401799_Formal_Modeling_and_Verification_of_Safety-

Critical_Software/links/0fcfd50655a6f5de37000000/Formal-Modeling-and-Verification-of-

Safety-Critical-Software.pdf  

8. Krichen M.,(2023)  "A Survey on Formal Verification and Validation Techniques for Internet of 

Things," Applied Sciences. [Online]. Available: https://www.mdpi.com/2076-3417/13/14/8122  

9. Lano K.,  Rahimi S.K. and Clark T.(2012) , "Comparing verification techniques for model 

transformations," Research Gate,. [Online]. Available: 

https://www.researchgate.net/publication/262410887_Comparing_verification_techniques_for_m

odel_transformations 

10.  Cutajar M.and Ji S. (2023), "BSafeML: A Model-Based Hazard Management Technique for 

Safety-Critical Systems Development," IEEE Open Journal of System Engineering, 2023. 

[Online]. Available: https://ieeexplore.ieee.org/stamp/stamp.jsp?arnumber=10184455  

https://www.marketsandmarkets.com/Market-Reports/safety-instrumented-system-market-19720540.html
https://www.marketsandmarkets.com/Market-Reports/safety-instrumented-system-market-19720540.html
http://researchgate.net/publication/360867254_Survey_of_Model-Based_Design_Reviews_Practices_Challenges
http://researchgate.net/publication/360867254_Survey_of_Model-Based_Design_Reviews_Practices_Challenges
https://pmc.ncbi.nlm.nih.gov/articles/PMC10909408/
https://www.sciencedirect.com/science/article/pii/S2352550922000495
https://www.mdpi.com/2079-9292/7/6/81
https://www.researchgate.net/publication/337985674_Model-Based_Design_Approach_for_an_Industry_40_Case_Study_A_Pick_and_Place_Robot
https://www.researchgate.net/publication/337985674_Model-Based_Design_Approach_for_an_Industry_40_Case_Study_A_Pick_and_Place_Robot
https://www.researchgate.net/profile/Eunkyoung-Jee/publication/224401799_Formal_Modeling_and_Verification_of_Safety-Critical_Software/links/0fcfd50655a6f5de37000000/Formal-Modeling-and-Verification-of-Safety-Critical-Software.pdf
https://www.researchgate.net/profile/Eunkyoung-Jee/publication/224401799_Formal_Modeling_and_Verification_of_Safety-Critical_Software/links/0fcfd50655a6f5de37000000/Formal-Modeling-and-Verification-of-Safety-Critical-Software.pdf
https://www.researchgate.net/profile/Eunkyoung-Jee/publication/224401799_Formal_Modeling_and_Verification_of_Safety-Critical_Software/links/0fcfd50655a6f5de37000000/Formal-Modeling-and-Verification-of-Safety-Critical-Software.pdf
https://www.researchgate.net/profile/Eunkyoung-Jee/publication/224401799_Formal_Modeling_and_Verification_of_Safety-Critical_Software/links/0fcfd50655a6f5de37000000/Formal-Modeling-and-Verification-of-Safety-Critical-Software.pdf
https://www.mdpi.com/2076-3417/13/14/8122
https://www.researchgate.net/publication/262410887_Comparing_verification_techniques_for_model_transformations
https://www.researchgate.net/publication/262410887_Comparing_verification_techniques_for_model_transformations
https://ieeexplore.ieee.org/stamp/stamp.jsp?arnumber=10184455


European Journal of Computer Science and Information Technology,13(20),30-41, 2025 

 Print ISSN: 2054-0957 (Print)  

                                                                            Online ISSN: 2054-0965 (Online) 

                                                                      Website: https://www.eajournals.org/                                                        

            Publication of the European Centre for Research Training and Development -UK 

41 
 

11. Singh N.K. , Lawford M., Maibaum T.S.E. and Wassyng A.(2021), "A formal approach to 

rigorous development of critical systems," Journal of Software: Evolution and Process, 2021. 

[Online]. Available: https://onlinelibrary.wiley.com/doi/am-pdf/10.1002/smr.2334  

12. Tyagi A.K., and Sreenath N., (2021) "Cyber Physical Systems: Analyses, challenges and possible 

solutions," Internet of Things and Cyber-Physical Systems, [Online]. Available: 

https://www.sciencedirect.com/science/article/pii/S2667345221000055  

https://onlinelibrary.wiley.com/doi/am-pdf/10.1002/smr.2334
https://www.sciencedirect.com/science/article/pii/S2667345221000055

